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Abstract—Scatter radio is a promising enabling technology
for ultra-low power consumption and low monetary cost, large-
scale wireless sensor networks. The two most prominent scatter
radio architectures, namely the monostatic and the bistatic, are
compared. Comparison metrics include bit error probability
under maximum-likelihood detection for the single-user case
and outage probability for the multi-user case (including tight
bounds). This work concretely shows that the bistatic architecture
improves coverage and system reliability. Utilizing this fact, a
bistatic, digital scatter radio sensor network, perhaps the first
of its kind, using frequency-shift keying (FSK) modulation and
access, is implemented and demonstrated.

I. INTRODUCTION

Scatter radio, i.e., communication by means of reflection
rather than radiation [1], utilizes a single radio frequency
(RF) transistor, in contrast to conventional Marconi radios that
require energy-consuming mixers and amplifiers, signal condi-
tioning units and complex RF front-ends. The most prominent
use of scatter radio is in radio frequency identification (RFID),
widely used for inventorying, electronic tickets, people iden-
tification [2] or even musical instruments [3], [4]. Current
industry standards (such as UHF EPC Class 1, Generation 2
[5]) focus on the aforementioned applications, disregarding the
value of scatter radio in wireless sensor networks (WSNs); the
simplicity of the front-end minimizes the energy and monetary
cost of each sensor node. Proof of concept systems utilizing
scatter radio in WSNs have been presented in [6]-[10].

Typical RFID systems utilize passive tags and monostatic
architecture to operate. Passive tags typically employ energy
harvesting to power their electronics and relatively high bit
rate, resulting to short range; a monostatic architecture is
typically utilized with the reader including both the transmitter
of the carrier wave (CW) needed for tag operation and the
receiver, responsible for tag information reception. In order to
increase network coverage, recent work has proposed semi-
passive tags (i.e., energy assisted) and low bit rate [6], as
well as bistatic architecture with non-coherent [10] or coherent
[11] processing, even with exploitation of short block-length
channel codes [12], [11], [13]. In the bistatic architecture the
reader and the carrier emitter are not co-located. Thus, more
flexible topologies can be set up.

However, prior art has not investigated which architecture is
more suitable for increasing coverage and reliability of scatter
sensor networks. Link budgets for monostatic and bistatic links
were studied in [14]. Additionally, authors in [15] investigated
the link-envelope correlation of the dyadic backscatter channel

(i.e., the most general backscatter channel), concluding that the
use of separate transmitter and receiver antennas can reduce
the point-to-point bit-error-rate (BER). Moreover, work in [16]
offered closed formed expressions for the outage probability of
monostatic scatter sensor networks. An analog bistatic scatter
radio WSN was presented in [17].

This work offers analysis of the monostatic and the bistatic
architectures for scatter WSNs. The two architectures are
compared in terms of BER under maximum-likelihood (ML)
FSK detection for single user communication [11], as well
as probability of outage for multi-user communication. In the
latter case, tight Jensen-based upper bounds are derived. It is
shown that the bistatic architecture increases both coverage
and system reliability. Utilizing the bistatic architecture, a
proof-of-concept prototype digital scatter WSN is demon-
strated; it consists of semi-passive tags employing FSK mod-
ulation and frequency division multiplexing (FDM), allowing
simultaneous, collision-free operation of multiple sensors-
tags. Practical difficulties in crafting such digital scatter radio
network are discussed. This work complements [10], where
digital, single-tag operation was demonstrated in a bistatic
setup.

The rest of this work is organized as follows. Section II
presents the channel models of both monostatic and bistatic
architectures. Section III presents the single user (i.e. tag)
error probability analysis, and Section IV offers the outage
probability analysis for multiple users. Numerical results are
presented in Section V. Section VI presents a prototype, digital
bistatic scatter radio sensor network, perhaps the first of its
kind. Finally, Section VII concludes the paper.

II. SCATTER RADIO ARCHITECTURE ANALYSIS
A. Backscatter Wireless Propagation Channel

A scatter radio WSN is considered of IV tags that transmit
their measured data to a software-defined radio (SDR) reader;
the set of all tags is denoted as U = {1,--- ,N}.

In the monostatic architecture the reader functions as both
the receiver and the CW emiitter; the reader transmits the CW,
illuminating the tags, which modulate their information on the
incident signal and reflect the modulated signal back to the
SDR reader. Thus, IV bidirectional links exist (i.e. between the
reader and the N tags), as shown in Fig. 1-Left. The distance
between the reader and the n-th tag is denoted by d}’, where
k € {TR,RT} denotes the direction of the link (tag-to-reader
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Fig. 1. Left: Monostatic channel model. Right: Bistatic channel model.

or reader-to-tag, respectively) and n € U is the index of n-th
tag.

In the bistatic architecture the carrier emitter and the re-
ceiver are not co-located. The emitter is a separate device
placed away from the reader, as shown in Fig. 1-Right. In
this case there are 2V unidirectional links (/N carrier emitter-
to-tag links and IV tag-to-reader links) plus the carrier emitter-
to-reader link. The distance between the carrier emitter and the
n-th tag is denoted by di, while the distance between the
n-th tag and the reader is denoted as dpy, with n € U.

Both system architectures experience path loss and small-
scale fading. Taking into account the line-of-sight (LOS) path
between the receive and the transmit antennas, as well as the
reflection from the ground (two-ray model), the one-way path
loss can be approximated by [6]:
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with Tx(k) and Rx(k) denoting the transmitter and receiver
of link k, where k € {CT, TR} or k € {RT, TR} for bistatic
and monostatic topologies, respectively and dy(k) is given by:
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where hry ) and hgry() are the heights of the transmitter
and the receiver, respectively and A denotes the wavelength.
Note that for the monostatic topology dty = dip, due to the
reciprocal nature of the channel.

Frequency non-selective (flat fading) channels are assumed,
since the communication bandwidth and the delay spread
are relatively small. The complex baseband channel impulse
response of each link is depicted in Fig. 1-Left and Right
for monostatic and bistatic topologies, respectively. Channel
coherence time is denoted as T,o, and the complex channel
gains are are given by:

hit(t) = hif = af e 7%, 3)

where k € {CT, TR} ork € {RT, TR} for bistatic and mono-
static topologies, respectively. a;; € R, denotes the channel
attenuation parameter and ¢} € [0, 27) denotes the phase shift
introduced by the propagation delay. The channel impulse
response parameters change independently every T.,. The

probability density function (PDF) of the channel amplitude,
al = |k}, k € {CT,TR} or k € {RT, TR}, is assumed
Rayleigh:
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Without loss of generality, o2 = 1.

B. Frequency Division Multiplexing (FDM) based on BFSK

The use of BFSK modulation allows the use of FDM
architecture for the network, i.e., each tag n uses a unique
set of subcarrier frequencies F*,i € B = {0, 1} to scatter its
information. In contrast to classic FSK, the backscatter FSK
modulation uses 4 frequencies, £F]",7 € B. Therefore, the
classic FSK demodulator can not be used, since this will result
to 3 dB loss in performance [10]. For each tag, under the
orthogonality criterion, for noncoherent FSK two conditions
must hold:
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and for coherent FSK:
|Fi—FZ|:£, and F; > L, (6)
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Vi,z € B : i # z, and k£ € N. From (5) and (6) it can be
shown that [10]:
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where z,7 € B and the integration is performed over one bit
period T'. The set of exponentials of frequencies £F},i € B,
normalized by /T, constitute an orthonormal basis that can
be used for expansion of the received signal. The system is
converted to IV parallel channels, resulting to single tag detec-
tion techniques used on each user. Such detection techniques
have been extensively covered in [10], [11], [13]. The receiver
suffers also from band-limited, circularly symmetric, complex
Gaussian noise with power spectral density (PSD):
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C. Bistatic System Model

In the bistatic architecture the carrier emitter and the reader
are not co-located, as shown in Fig. 1-Right. The average
received power of the n-th user at the reader is defined as:

P £n"LegrLigPo, neU, ©)
where L, k € {CT, TR}, is the path loss, Pc is the power
of emitter’s carrier signal and 1™ accounts for the scattering
efficiency of the tag’s antenna front-end, depending on each
tag’s microwave parameters. The tag’s signal is affected by
the compound channel:



It has been shown that for bistatic architecture [10], [13],
the received baseband signal of the n-th user, over bit period
T, with F; + % < W is given by:

r"=hr"x] +w", nel, (11)
where the vector x7' is defined as:
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with s? = [(1 —4"™) (1 —4") " i"]" is the four dimensional
transmitted symbol of the n-th tag corresponding to bit :"* € B,
®7 is the phase mismatch between tag n and the reader, h™ is
the compound channel associated to the bistatic channel as de-
fined in Eq. (10) and w" ~ CAN (04, NpI4). Symbol ® denotes
the component-wise (Hadamard) product. The parameter C™
satisfies |C™| = 1 and depends on antenna related parameters
of the tag n and the phase offset between the carrier emitter
and the reader.

D. Monostatic System Model

Since the carrier emitter and the reader are co-located, the
average received power of the n-th user at the receiver is
defined as:
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where PR is the reader transmitted power, L} is the one-way
path loss, k € {RT, TR}.

Taking into account small-scale fading and reciprocity,
hgr = hig. The tag’s signal is affected by the compound
channel, which is the product of the two circularly symmetric
complex Gaussian distributed r.vs, given by:

h" = (h"?R)Q )

neU. (14)

The magnitude of h™, |h™| is exponentially distributed, as the
square of a Rayleigh random variable.

Similarly to the bistatic architecture, it can be shown that
for monostatic architecture, the received baseband signal of
the n-th user, over bit period 7', with F; + ? < W, is given
by:

r" =h"x] +w",

neU, (15)

where the vector x is given in (12), A" is the compound
channel associated to the monostatic channel as defined in
Eq. (14) and parameter C"™ satisfies |C"| = 1 and depends on
the n-th tag’s antenna load.

III. PROBABILITY OF ERROR UNDER ML COHERENT
DETECTION

For a given channel h" the conditional probability of error
for the coherent scatter radio link is given by [18]:

Pr(e| h") = Q (Ih”l ||ng ~ XH?) . mel, (16
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where ||x{ — x}’||§ is given by:
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Hence, Eq. (16) can be writen, Vn € U:
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where for both monostatic and bistatic cases, SNR" is defined

as:
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where P" is defined in Eqs. (13) and (9), for monostatic and
bistatic cases, respectively. Egs. (16), (19) are used below to
show that the diversity order of the bistatic architecture is
better than that in monostatic systems.

19)

A. Bistatic Case

In the bistatic case the wireless channels are independent
and were defined in Eq. (3) and Eq. (10). Thus, we define
the random variable a™ £ |h"| = aly a%y. The probability
of error of the bistatic system, with the use of the Chernoff
bound, is upper bounded by:

Pr(e|a™)=Q (a" Y SNR”)
< L exp {_(a”)2 SNR"}
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It can be shown [11, Eq. (62)]:
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where T (a, z) is the incomplete gamma function, defined as:
[ (a,z)= [Zto! etdt.

After some calculations it can be shown that Vn € U the
order of decay of the probability of error is [11, Eq. (64)]:

log [(ﬁ) exp{ﬁ} F(O’ ﬁ)] =—1.

lim — (22)
SNR”— o0 log SNR™
Since the bit error probability upper bound decays with ﬁ,

the diversity order of the bistatic system is at least 1.

B. Monostatic Case

In the monostatic case the wireless channels are fully
correlated and were defined in Eq. (3) and Eq. (14). Thus, we
define the random variable a™ £ |h"| = a2y, which follows
exponential distribution with E [a"] = 1.



The probability of error of the monostatic system is given
by:

Pr(e|tag n) = L]IE [Pr (e | a")]:/OOOQ(J;\/SNR"> e Tdx

1 1 1
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After some calculations, it can be shown that the order of
decay [18] of the error probability is:

) log [Pr(e | tag n)] 1
lim — =——,
SNR"—»o0  log SNR™ 2

From Eq. (24) it can be deduced that the probability of bit
error for each ta € U decays with L and hence, the
gn Y N

diversity order of the monostatic link is %

nel.  (24)

IV. PROBABILITY OF OUTAGE
A. Monostatic Case
The signal-to-interference-plus-noise ratio (SINR) of tag n
for the monostatic topology is defined as:
B9 P"
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where A(n) is the set of tags with adjacent frequencies with
respect to tag n, with |A(n)| € {1,2}. |A(n)| = 2 when
tag n uses intermediate frequencies with respect to the total
available sub-carrier frequencies or equals to 1, otherwise.
This is because each tag operates on different sub-carrier
frequency and interference is caused only by tags operating
on neighboring (i.e. adjacent) sub-carrier frequencies. P" is
defined in Eq. (13), Ny is the noise power spectral density
(Watt/Hz) at the receiver, R = % is the bit-rate of the tag, and
gn = |h”|2 is the square of an exponential random variable
with E [|h"|] = 1.

Parameter s,,; is inversely proportional to the sub-carrier
frequency separation between tag n and tag j. It depends on
the spectral efficiency of the specific binary modulation im-
plemented on each tag and the filtering functions at the reader
(assuming equal spacing between {F{'}, ., and {F'}, /)

bt 4

, 1€B, j€A(n).

Spj =m " |Fl — F) (26)

For BFSK modulation, v = 2 and m = 27/R.

In order to calculate the probability of outage of tag n, we
need to calculate the PDF of g,,. Since the compound channel
|h™| is exponentially distributed, g,,’s PDF is given by [19,
pp. 199]:

1 v
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and its cumulative distribution function (CDF) [19, pp. 199]:

0= [t

for (2) = x>0 27

Ydy=1—¢" */5, x> 0. (28)

The outage event, SINR™ < O, occurs when the SINR for
the tag-of-interest n drops below a predetermined threshold ©,
necessary for detection at the receiver. The outage probability:

Prou = Pr{SINR" < O}
= Pr < QRN 0 4 @ — > 5P| (29)
JGA(n)
oo
:]IE 1exp{<§i+@§i\/0>2} I], (30)

where in (a) we utilized the law of iterated expectation and I
is the total interference, i.e., I = ZjeA(n) Snjg’ P7.

It can be proved that the CDF is a concave function, hence
by using the Jensen inequality, in order to avoid the calculation

of Eq. (30), we set:
| ORNG H
Pn

Prout <1 —exp {_ <@E [I]
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where we used the fact that E [I] = 2A =23 4, Pisy;.

B. Bistatic Case

Similarly to the monostatic case, the SINR of user n € U,
for the bistatic topology is defined as:

1
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where g™ = |h&ph%g|? is the square of the product of two
independent Rayleigh-distributed random variables. We set
again I the total interference, i.e., I =3, 4, $njg’ P7. Let
a” the random variable following the product of two Rayleigh
distributed random variables, ad and a’pg. The PDF of a”
is given by [19, pp. 302] [20, pp. 370, Eq. 2.478.4]:

fnta) = [ m oy ), ( )dy

+oo 2
1
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= 42Ko(2z), x>0, (33)

where Kg is the zero-order modified Bessel function of the
second kind. The PDF of g = (a™)? is given by [19, pp. 199]:

fon(2) = 2Ko (2\/5) ,
and the CDF is:

0= [t

x>0, (34)

)dy =1-2v/2K; (2v/z), = >0, (35)
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Fig. 2. The outage probability of the monostatic and the bistatic architectures,
without interferers, for © corresponding to SNR = 10 dB.

where K; is the first-order modified Bessel function of the
second kind. Again, we calculate the probability of outage:
o1 @RNO)

Prout = Pr(SINR" < ©) =P < —
Tout r ( <0) r<g—Pn+ P

il (2 229)
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where H(I) = (SI + egﬁ/" )?. It can be shown that the CDF

is concave. Therefore, by using the Jensen inequality we get:
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where we used the fact that E[I] = A =3, 1, Pisy;.

V. NUMERICAL RESULTS

Taking into account that for each tag only two interferers
exist, several network topologies with three tags (the tag-of-
interest and two interferers) were simulated. The parameters
used in the simulations are shown at Table I. In all tested
topologies the reader is placed at the middle of the test area,
which is an 100 x 100 m?2 grid, with 1 m resolution. In order
to determine threshold ©, we fix the outage probability of the
monostatic architecture to 1% and work without interferers.
Therefore © is calculated as follows using (19) and (30):

(C] (C]
S Fp|— | =y=F.(y) = — 38
We calculate the inverse of (28):
-1 2
Fpl(y) = n*(1 - y), (39)

TABLE I
PARAMETERS FOR NUMERICAL RESULTS

Grx =Grx=215dBi | hy=2m | A=1im
R =1 Kbps hr =2m
n=—10 dB hc=2m

and substitute in Eq. (38) in order to get outage probability of
1%:

(1 —1%) = % = O = SNR?1n*(0.99)

(40)
For example, for given SNR =20 dB, we calculate the
parameter © ~ 1. In Fig. 2 the probability of outage without
interferers, for © corresponding to SNR = 10 dB is depicted
(the same O is used thereinafter). Literally, this figure shows
the probability of deep fade in the two architectures and it can
be deduced that the monostatic architecture has two orders of
magnitude bigger probability of deep fade than the bistatic
architecture.

In Fig. 3 the first setup is depicted; the distances between
the components are small and thus, the probability of outage
is small, as shown in Fig. 4. The bistatic architecture achieves
better performance, even better than the desired 1% at 10 dB
SNR. Moreover, in setup 2, shown in Fig. 5, the emitter
is placed at one corner of the test area and the interfering
tags are placed between the reader and the emitter, while
the tag-of-interest is placed further away from the emitter.
This topology favors the monostatic architecture because the
distance between the reader and the tag is much smaller than
the distance between the tag and the emitter. From Fig. 6 can
be deduced that the bistatic architecture has better performance
than the monostatic one, even though the performance gap
closes due to the large distance between the carrier emitter and
the tag-of-interest. In the final scenario, the emitter is placed
at the edge of the field and the tag-of-interest at the opposite
edge, thus the emitter-to-tag distance is maximized. The two
interferers are placed in-between the emitter and the reader,
as shown in Fig. 7. One could expect that the monostatic
architecture would have better performance, but the results
of Fig. 8 suggest otherwise. Again the bistatic architecture
has better probability of outage than the monostatic. In this
case the derived bounds are not as exact as in the other two
scenarios, since the tag-of-interest-to-emitter distance is large
and the interference is strong. It is clear that the bistatic
architecture offers improved coverage and performance, in
contrast to the monostatic one.

VI. IMPLEMENTING A SCATTER SENSOR NETWORK
USING THE BISTATIC ARCHITECTURE

A. Network Architecture

From both the single user and the multi-user analysis,
it can be deduced that the bistatic architecture guarantees
better performance and coverage. Thus, to create dense scatter
sensor networks, the bistatic architecture should be utilized.
Using this fact, a digital scatter sensor network of maximum
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Fig. 5. Simulation setup 2. The emitter is placed on the edge of the field and
the tag-of-interest is moved away from the emitter, while the two interferers
are closer to the emitter and the reader.
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Fig. 7. Simulation setup 3. The distance between the emitter and the tag-of-
interest is almost maximum.

45 tags, in each cell, is proposed. The network consists of
prototype digital scatter tags, multiple carrier emitters and
a single SDR receiver. The proposed network is designed
for agricultural applications and thus low-cost and low-power
nodes are needed. Moreover, sensed data e.g. air humidity,
temperature and soil moisture, change slowly with time, thus
low bit rate (1 Kbps) is appropriate.

The prototype tags consist of a micro-controller unit (MCU),
a RF transistor and a crystal oscillator used for the MCU
clocking. In order to keep the tag cost as low as possible,
the MCU is responsible for the physical layer communication
(through reflection), as well as sensing. The MCU gathers
data from the analog-to-digital converter (ADC), uses a simple
Reed-Muller encoding [12] for channel coding and transmits
the encoded data with BFSK modulation. Since the tags im-
plement BFSK modulation, two frequencies must be generated
by each MCU. The ability of the MCU to produce a number
of different frequency pairs, facilitates the use of FDM for
multi-user communication. But the lack of PLLs or external
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corresponding Jensen Bounds for setup 3. The network components are far
away (bistatic architecture) and the performance is expected to decrease.
Instead, the bistatic has better performance than the monostatic.

Fig. 9. Backscatter cell example: 8 tags and an emitter.

components for frequency generation creates many challenges,
which limit the capacity of the network and are described in
the next section.

In order to create a dense scatter sensor network, cellular
architecture must be used, where each cell contains a car-
rier emitter surrounded by several scatter tags (Fig. 9). The
carrier emitters are low cost embedded radios operating at
the 868 MHz band (European ISM band), transmitting at
maximum 13 dBm. The cells are placed around the single
reader, which is responsible for the reception and decoding of
the tags. Time division multiple-access (TDMA) protocol is
used by the carrier emitters in order to ensure that only one
cell is active at each time frame. In a single time frame, the
carrier emitter transmits the carrier signal and the tags transmit
their information to the reader.

Each user has a guard band surrounding its transmitting
frequencies (Wg = 500 Hz) in order to ensure that the

Fig. 10. Spectrum of a single tag transmitting BFSK modulation, as well as
the third harmonic of Fj.

environmental changes (i.e., frequency and humidity changes)
will not cause aliasing between the adjacent users.

B. Implementation Constraints

The specific, implemented use of the MCU for the fre-
quency generation and modulation, reduces the network ca-
pacity. The MCU has a system clock operating at maximum
Fs = 24.5 MHz and a software frequency divider creates the
frequency pairs. This means that the produced frequencies are
sub-multiples of the system clock frequency. The function
connecting the system clock and the output frequency is
not linear. This limits the maximum number of frequencies
produced and challenges the satisfaction of the necessary
orthogonality criteria presented in Eq. (5).

Moreover, an inherent constraint exists in the specific FSK
implementation. The 50% duty cycle of the produced periodic
waveforms (with different subcarrier frequency for each bit)
[10] results to the appearance of the signal’s third harmonic, as
shown in Fig. 10. This results to the limitation of the system’s
total available bandwidth.

The proposed network operates on the frequency range from
100 to 300 KHz around 868 MHz, with total bandwidth W =
200 KHz. The available bandwidth can be distributed over
N = 45 users, each operating on different pairs of frequencies
+F",i € B and n € U. In Fig. 11 the spectrum of five users
transmitting simultaneously is depicted. Each tag can gather
data from the ADC, encode them and transmit them to the
SDR receiver. The range of the prototype tags is more than
150 m [10], [12] and this is more than enough to have full
coverage of an average agricultural field.

VII. CONCLUSION

This work presented an in-depth analysis of the system
models for both monostatic and bistatic architectures of scatter
WSNs. Closed form expressions for the probability of error
under ML detection and the diversity order for the single user
case are developed. Jensen bounds of probability of outage
for multiple user case were also derived. It was shown that
the bistatic architecture surpasses the monostatic in terms of
coverage and performance and it should be used in order to
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construct dense scatter WSNs. Finally, a prototype bistatic
digital scatter network using FSK modulation and FDM, with
maximum 45 nodes was presented.
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